Information Security

Services that provide security, data integrity, and compliance for institutional activities. Includes identity and access management, security consulting and education, incident response and investigation, and security policy and compliance.

**Identity and Access Management**

Identity and access management, including accounts, authentication, access, and role-based provisioning at the enterprise level.

**Secure Computing**

Offerings that provide a secure computing environment for end users. Includes network security, system security, application security, and threat monitoring and management.

**Security Consulting and Education**

Security assessment, education, and awareness of campus security requirements, policies, and guidelines. Includes contract reviews and risk assessments.

**Security Incident Response and Investigation**

Offerings that respond to, remediate, and seek to prevent security incidents and vulnerabilities.

**Security Policy and Compliance**

Offerings relating to institutional policy or compliance guidelines and requirements. Includes support for audit processes.